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SUMMARY OF QUALIFICATIONS
· Results-driven cybersecurity professional with a proven record of technical execution, leadership, and real-world application. Currently building strong foundations in cybersecurity and AI, backed by academic excellence (Honor) and nationally ranked performance in competitive cyber leagues. Demonstrated ability to bridge industrial technology with modern security practices, combining hands-on technical skills, operational oversight, and strategic thinking. Known for driving efficiency, team readiness, and security innovation across complex environments. Actively contributing to a nationally ranked university cybersecurity team and leading efforts in security awareness and real-world threat simulation.
[bookmark: _Hlk163130190]TECHNICAL PROFICIENCIES
OS/Environments: Windows • Linux • Docker • CNC Machine Operating Systems • Fly.io • Manufacturing Execution Systems (MES) • Tailscale (Access Evaluation)
Cybersecurity & Governance Tools: BunkerWeb WAF (OWASP CRS, mTLS, TLS passthrough, secure headers) • OWASP ZAP CLI (automated testing) • Trivy • Gitleaks • Semgrep • Vector • Grafana Loki • Wireshark • Kali Linux • Volatility 3 • Hashcat • John the Ripper • ImHex • Binwalk • CeWL
Security Frameworks & Compliance: NIST CSF 2.0 • SOC 2 • ISO/IEC 27001 • HIPAA • GDPR • PIPEDA • Executive Order 14110 (AI Governance)
Programming Languages: Python • JavaScript • G-code for CNC machine programming • Familiarity with GitHub Actions for CI/CD automation • Google Workspace (Docs, Sheets, Slides, Drive)
Data Analysis & Documentation Tools: Microsoft Office Suite (Excel, Word, PowerPoint for reporting, documentation, and analysis) • SolidWorks (CAD/CAM and design optimization) • Maximo for asset management and digital work orders
Ticketing & Workflow Systems: Maximo • UKG Workforce Central (for scheduling and time management) Familiarity with cybersecurity ticketing and task tracking platforms
Hardware: Standard office hardware • Security camera systems • CNC Mills (Haas) • CNC Lathes (Puma) • Prototrak Machines

EDUCATION & CERTIFICATIONS 
DeVry University — Bachelor of Science in Cybersecurity and Networking - In Progress – Expected 2027 | GPA: 4.0
· Member and Co-Leader of DeVry's Cyber Club, ranked #2 in the Central US and #10 nationally (2025).
DeVry University — Associate Degree in Cybersecurity and Networking - Completed 2025 | GPA: 4.0
DeVry University — Undergraduate Certificate in Cybersecurity with Honors - Awarded January 2025
DeVry University — Undergraduate Certificate in Information Technology Essentials with Honors - Awarded October 2024
ISACA Scholarship Recipient – Chicago Chapter - Awarded December 2025
· Selected for academic excellence and leadership potential.
· Enrolled in ISACA’s Artificial Intelligence Fundamentals certification (In Progress – 2026).
Coursera Certifications
· Cybersecurity Specialization – 2024
· Networking Fundamentals – 2024

ACADEMIC EXPERIENCE AND PROGRAMS
· National Cyber League (NCL) – DeVry University
Apr 2024 – Present
Participated in competitive cybersecurity challenges designed to simulate real-world scenarios in vulnerability assessment, network traffic analysis, and cryptography.
· Ranked in the top 8.0% nationally (567/7086) and #10 at DeVry.
· Team ranked top 3.6% out of nearly 5,000 teams.
· Specialized in Password Cracking, Log Analysis, Cryptography, Enumeration & Exploitation.
· Tools used: Kali Linux, Wireshark, Hashcat, John the Ripper, ImHex, Volatility 3, Binwalk, CeWL.
· Software Engineering Virtual Experience – Walmart USA / Forage
Mar 2024
Simulated real-world engineering challenges across Walmart teams.
· Designed custom Java data structures, UML class diagrams, and complex ER databases.
· Demonstrated problem-solving and architectural thinking under simulated constraints.
· Cybersecurity Program – Mastercard / Forage - Mar 2024
Focused on security awareness and phishing defense.
· Identified phishing threats and created training plans to improve security culture.
· Presented findings to inform data-driven security awareness initiatives.
· Cybersecurity Program – Telstra / Forage - Apr 2024
Hands-on simulation covering incident response, risk assessment, and secure architecture.
· Used Python for network analysis and automation.
· Designed solutions compliant with governance frameworks.
· AIG “Shields Up” Cybersecurity Program – AIG / Forage -Oct 2024
Participated in a vulnerability assessment and threat mitigation simulation.
· Delivered detailed incident reports with remediation strategies.
· Applied data analysis to improve threat detection.
· Cybersecurity Job Program – Datacom / Forage - Oct 2024
Analyzed and responded to a simulated cyberattack using OSINT.
· Drafted a full incident report with risk analysis and mitigation planning.
· Showcased investigation techniques and reporting proficiency.

PROFESSIONAL DEVELOPMENT
Advanced Operational Security Management: Spearheaded the development and enforcement of robust security protocols within operational workflows, significantly reducing vulnerabilities and strengthening overall system security.
Process Optimization and Efficiency: Applied advanced analysis and custom programming techniques to streamline manufacturing operations, resulting in measurable gains in productivity while embedding cybersecurity-aware practices into daily procedures.
Team Leadership and Training: Led cross-functional teams through high-impact projects, emphasizing security best practices across all phases. Developed and delivered training programs to enhance technical proficiency and ensure regulatory compliance.
Technology Integration and System Security: Championed the integration of advanced CNC machinery and programming software, focusing on optimizing operational security and safeguarding against potential cybersecurity threats.
Collaborative Project Execution: Fostered a culture of collaboration and continuous improvement, leading cross-functional teams in the execution of projects that aligned with strategic goals, including enhancing system security and operational efficiency.

PROFESSIONAL EXPERIENCE
Security Lead | BEAT.AI – Virtual Engineer Platform - Feb 2025 – Present
Lead cybersecurity efforts for BEAT.AI’s AI-powered infrastructure. Responsible for designing and implementing Zero Trust architecture, integrating security into DevOps workflows, and aligning practices with industry frameworks like SOC 2, ISO 27001, and NIST CSF 2.0.
· Architected a segmented Zero Trust environment with TLS/mTLS encryption across services.
· Authored core documentation: Information Security Policy, Firewall Policy, Secure Architecture Overview, Vulnerability Management Program.
· Integrated Trivy, Gitleaks, and Semgrep into GitHub pipelines.
· Deployed BunkerWeb WAF (OWASP CRS, secure headers, TLS passthrough).
· Centralized logging with Vector and Grafana Loki for SIEM readiness.
· Automated vulnerability scans via OWASP ZAP CLI.
· Collaborated with Tech Leads and DevOps to ensure secure and compliant deployment.
· Created a Security Roadmap with initiatives in real-time hooks, dashboards, and policy automation.
Freelance IT Support | Life of Faith Church – Vineland, NJ - 2020 – Present
Provided secure, reliable tech support to church operations. Applied cybersecurity best practices in a community setting.
· Resolved network and connectivity issues to maintain online services.
· Managed application access and implemented password security policies.
· Oversaw device configuration, maintenance, and performance optimization.
· Monitored security camera systems and supported on-site safety infrastructure.
Mold Shop Foreman | Arc America (Durand Glass) – Millville, NJ - Mar 2015 – Present
Directed operations in a high-performance manufacturing environment with an emphasis on process optimization, team leadership, and safety compliance.
· Developed a 3-week scheduling system to improve workflow and hit project deadlines.
· Built training programs improving machinist performance and safety adherence.
· Spearheaded quality control initiatives to meet regulatory and product standards.
· Managed inventory and work orders via Maximo; scheduled resources using UKG.
· Integrated security protocols into operational procedures for compliance.
